
NCSAM WEEK 2
Cybersecurity in the Workplace is Everyone’s Business

The assumption of network safety is reduced when personal email accounts are accessed
via the Air Force network. Although hyperlinks are disabled in our work emails, hyperlinks
in personal email remains a vulnerability.

For tips on how to spot “phish-y” emails, take a look at the resources below.

RESOURCES

• Handout:  Spot the Phish

• DHS Phishing Poster

The CISO Cyber Secure Tour, visiting various 
bases to learn about the cybersecurity 

behavior of Airmen, will continue until March 
2018. 

For information about this tour: Base Visit 
FAQ. To schedule a visit to your base, contact 

Maj. Venice Goodwine. 

http://www.safcioa6.af.mil/Portals/64/documents/Resources/Spot the Phish Handout_8.5x11_FINAL.pdf?ver=2017-09-13-074930-560
https://www.dhs.gov/sites/default/files/publications/2017 NCSAM Poster Revised 9.25.17- 508 compliant.pdf
http://www.safcioa6.af.mil/Portals/64/documents/Resources/AF CISO Culture Program FAQ.PDF?ver=2017-10-11-085602-077
mailto:venice.m.goodwine.mil@mail.mil?subject=Scheduling a Base Visit

