
1

The DAF has partnered with the Army on Workspace Anywhere with Hypori. DAF personnel require secure 
digital access to government data and applications from their personal devices easily, at scale, and without 
risk of data loss and privacy breach. The user's device is not managed by the government and no data is 
stored on your personal device, ensuring total privacy for the end-user.
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JOIN THE INTEREST LIST! (CAC required)
 https://www.dafcio.af.mil/Mobile/

• Stay connected with secure access to email, Teams, NIPRNet, CAC-enabled websites – from your own phone

• Open to all @us.af.mil, @spaceforce.mil, and @usspacecom.mil users at no initial cost to user or unit

• Supported on iOS, Android, and Windows devices (smartphones , tablets, and notebooks)

• One license per user (multiple devices allowed)

• Total privacy with no DAF access into personal data  or activities on user’s physical device

• Game-changing remote capabilities designed to work together at the point of need to enable global 
connectivity, seamless collaboration, and the decision dominance required to deliver a modern, digital Air 
Force and Space Force.

• Supports DAF modernization efforts and a mobile, connected workforce.

• DAF mobile capabilities improve user experience by ensuring they have the flexibility, total user privacy, and 
zero-trust security to stay connected and work effectively from your preferred device anytime, anywhere.

BENEFITS

• Mobile: Secure access to NIPRNet, DAF365 apps like Outlook, Teams, OneDrive, etc., CAC-enabled websites, 
digitally sign documents, and virtual LMR capability. 

• Private: DOD Red Team tested offering 100% separation of virtual workspace with absolute privacy.  No 
confiscation or remote wiping of the physical device in the event of spillage.

• Secure: Zero-trust protection on a virtual platform. No data is stored on the physical device. Rated for IL5 to 
include CUI. Send and receive encrypted emails. 

• Simple: Carry one device to conduct official and personal business. No CAC needed to login.

TOP LINES

CAPABILITY HIGHLIGHTS
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